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*Staying Informed 

*Staying Aware 

*Staying in Touch (Communication) 
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*Facebook 

*MySpace 

*Twitter 

*YouTube 

*Foursquare 

*Flikr 

*Google+ 
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*Help them select an appropriate screen name. 

*Review the security levels in their profile settings. 

*Monitor their chat room/instant messenger conversations. 

*Censor all posted photographs and videos. 
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*Facebook 

*Foursquare 

*Gowalla 



*

*What does cyberbullying look like? 

*What should you do if you believe your child is 

a victim of cyberbullying? 

*What should you do if you believe your child is 

taking part in cyberbullying? 
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*Report to the Center for Missing and Exploited 

Children’s CyberTipline: 

*Visit http://www.cybertipline.com 

*Call 1-800-THE-LOST 
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*Filtering Software 

*Anti-virus Software 

*Internet Activity Monitoring Software 

 

*Where do these programs fall short? 
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*Additional resources are available through 

NetSmartz.  You can find these resources at 

http://www.netsmartz.org 
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